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EXPERIENCE

2023-2025

Pl SERVICES - Noisy-le-Grand

e Administration des systémes
et des réseaux informatiques
en infogérance du niveau 1 au
niveau 3

2018-2023

DSIN de la mairie de Paris

e Alternance en tant
gu’administrateur réseau au
Service technique des outils
numeériques, des infrastructures,
de la production et de la sécurité.

e Assistance informatique de
proximité, support aux utilisateurs,
préparation des postes
informatiques et des mobiles du
parc de la Mairie de Paris

FORMATION

A venir

e Formation au parcours de Chef de
projet en sécurité des systemes
d'information a I'lPI Ecole
Informatique du Groupe Igensia,
Paris

2023-2025 IPI Paris
e Administrateur Systeme Réseaux
Sécurité (RNCP niveau 6)

2021-2023 Lycée polyv. Dorian Paris
e BTS Systemes numeériques option
A informatique et réseaux.

2018-2021 Lycée G. Ferrié Paris
e Bac pro SN - Option Réseaux
informatiques et systemes

communicants

Ethan ZEGOURI

Chef de projet en sécurité des systéemes d’information.
Alternance 1an

A la recherche d'un contrat d’alternance en tant qu’expert en
cybersécurité orienté réseaux

A PROPOS

Actuellement étudiant en alternance a IPI Paris, je me spécialise en
tant qu’Administrateur Systémes Réseaux Sécurité (RNCP niveau 5-6).
Passionné de longue date par les réseaux informatiques, avec un intérét
marqué pour la cybersécurité, je souhaite apporter mes compétences a
votre entreprise en tant que chef de projet en informatique.

COMPETENCES

Gestion des systémes

e Maitrise de l'installation, de la configuration et de la maintenance
des systemes d'exploitation (Windows, Linux).

e Administration des serveurs et des services réseau essentiels (DNS,
DHCP, Active Directory).

o Capacité a automatiser les taches systeme via des scripts
(PowerShell, Bash, Python).

e Sécurité des Systémes d'Information :
Déploiement et gestion de solutions de sécurité avancées (antivirus,
pare-feu, IDS/IPS).

Gestion rigoureuse des acceés et des identités (1AM, RBAC)

e Réalisation d'audits de sécurité et de tests d'intrusion pour protéger
les infrastructures.

o Administration des Réseaux :
Conception et mise en ceuvre d'architectures réseau robustes (LAN,
WAN, VPN). Configuration et gestion des équipements réseau
(routeurs, switches, firewalls). Surveillance proactive et optimisation
des performances réseau.

e Gestion des Incidents et Continuité :
Résolution efficace des incidents techniques grace a un diagnostic
précis. Elaboration et mise en ceuvre de plans de reprise aprées
sinistre (DRP). Assurance de la continuité des services informatiques
pour minimiser les interruptions.

Virtualisation et Cloud :
e Gestion d’environnements virtualisés (VMware, Hyper-V).
e Administration de services cloud (AWS, Azure, Google Cloud).

e Migration réussie des systémes vers des infrastructures cloud.
Réalisation d'audits de sécurité et de tests d'intrusion pour protéger
les infrastructures.

Support Technique et Documentation

e Fourniture d'un support technique de qualité aux utilisateurs et aux
équipes.

e Rédaction de documentation technique claire et de procédures
détaillées.

e Sensibilisation des utilisateurs aux meilleures pratiques de sécurité.



